ATFP Capability Area Descriptions

	Capability
	Scope

	Attack Assessment
	An evaluation of information to determine the potential or actual nature and objectives of an attack for the purpose of providing information for timely decisions.

	Early Warning
	Early notification of the launch or approach of unknown weapons or weapon carriers.

	Reconnaissance
	A mission undertaken to obtain, by visual observation or other detection methods, information about the activities and resources of an enemy or potential enemy.

	Security Surveillance
	Includes detecting and identifying unauthorized movement of personnel and material to installations, piers, harbors, ships, and incident sites from land.

	Inspections
	Includes screening, detecting, and identifying hazards on board ships, aircraft, commercial vehicles, and individuals from land.

	Access Control
	Includes screening, controlling, validating, and detecting authorized and unauthorized access to installations, piers, harbors, ships, and incident sites from land. This includes physical restraints to prevent unauthorized access to installations, piers, harbors, and incident sites from land. 

	Determine Contact Intent
	Means to assess, or provide time to assess, the purpose and/or motivation of an approaching person, vehicle, or vessel in order to respond appropriately.  Includes use of non-lethal weapons or delay options to warn or deter potential threats to ships or installations.

	In-Port/Installation Air Defense
	Includes detecting, identifying, warning or engaging potential threats approaching a ship or installation from the air.

	Explosives Detection
	Includes detecting, identifying, and analyzing explosive devices.  

	Wide-Area Alert/Notification
	Methods to update and disseminate information concerning a terrorist threat or danger.  This includes procedures and techniques necessary to counter the threat.  May include civil distribution systems.

	Decision Making System
	Includes a method to be used in determining tactics, techniques, procedures, and rules of engagement necessary to alleviate the threat.

	Operations Center
	A location(s) containing decision making capability for Command, Control, Communication, and Computer Systems.

	C4I
	Includes tasks within command, control, communications, and computer systems associated with installation ATFP operations. Also encompasses collecting and evaluating hazard information including tracking, mapping, and marking contamination movement, as well as assessing contamination impact on environment and infrastructure.

	Subsurface Defense
	Means to detect, identify, warn, or engage potential threats approaching a ship or installation from beneath the water surface.

	Waterside Protection
	Includes warning, denying, engaging threats and personnel in littoral areas bordering Naval Installations to protect personnel, equipment, facilities, infrastructure, and US Navy Ships from waterborne hazards.  Also includes establishment/enforcement of exclusion zones around ships in port or in restricted waterways.

	Counter-Bomber
	Includes threat assessment, detection, identification, and mitigation of bomb threats.

	Intrusion Response
	Includes warning, denying, and engaging threat platforms and unauthorized movement of personnel and material within installation perimeter and within exclusion/engagement zones ashore near US Navy ships. Also includes identification and marking of contamination zones, control zones, and standoff distance around an incident site.

	Blast Mitigation/ Passive Defense
	Includes installation and modification of structures, windows and other physical restraints on installations or ships to increase resistance to the effects of explosions.

	NCW/MSF Capabilities
	Includes systems or equipment across antiterrorism categories that can be modularized or otherwise made portable, for use by Naval Coastal Warfare or Mobile Security Force units to protect coastal areas or ships.


